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Abstract

This paper seeks to analyze the reason behind the Indonesian Government�s policy of ignorance
concerning the netwar strategy of the Organisasi Papua Merdeka (OPM). Using John Arquilla and
David Ronfeldt�s theory of state response to netwar strategy and the neo-realist perspectives, I
propose the answer, theoretically, that the ignorance policy is driven by cost-benefit calculation, so
that the ignorance policy is perceived by the decision-makers to be more beneficial than the opposing
or beckoning strategy. Using in-depth interview to the representatives of the government agencies
such as the Ministry of Defense, the Ministry of Foreign Affairs, and some intelligence informants, I
try to analyze the comparison of the government abilities to compete with the OPM using the same
netwar strategy. I find that even when the defensive abilities of the government may be enough to
utilize the counter-netwar strategy, the decision-makers confusion and the debate bertween the non-
military advocates and the military advocates against the OPM created avague strategy which led to
the ignorance policy. In this instance, the argumeny made by Arquilla-Ronfeldt about the no-threat
perception and the neo-realist argument of cost-benefit consideration, can�t convincingly explain
Indonesian Government�s policy.

Key words: Indonesian Government, Ignorance policy, OPM, netwar, strategy

Introduction

The rivalry between state and separatist group has become an interesting field of study in
International Relations. Bruno Coppieters shows that the emergence of new ex-colonial states after
the end of World War II encourages particular groups to assert their demand for independence
(Coppieters 2003:1-21). The break-ups of Yugoslavia and conflicts involving Cyprus and Turkey, the
U.K and IRA, Chechnya and the Russian government, Sri Lanka and Tamil Tiger, and Indonesian
government conflict against several separatist groups such as Free Aceh Movement (also known was
GAM in Indonesia), Free Papua Organization (also known as OPM), and the independence of Timor
Leste are examples of the phenomenon.

Of all the above-mentioned cases, the general response on the part of the state towards the
demands of the separatist groups is military forces deployment. Walter (2009: 3-4) states that conflict
between state and separatist group will always be fraught with the use of violence by states. One of
the examples given by Walter is Russia�s preference to wage war against Chechnya guerilla forces
than allowing for autonomy or independence. He also writes that the Georgian government declined
to give autonomy for South Ossetia and Abkhazia and that Sri Lanka will not be willing to cooperate
with Tamil Tiger. Analyst Marshall and Gurr (2005) show in more detail the occurence of conflict and
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violence in the concentration of states and separatist groups, including those that took place in
Indonesia. Marshall and Gurr reported that since 1965 until 2004, there have been at least 78 conflict
cases between territorially-concentrated ethnic groups against the governments which resulted in
�only� 28 resolved conflicts and 29 others are temporarily-halted.

The subsequent problem is that technological advancement has cultivated enormous change in
the patterns of struggle carried out by separatist groups. The development of science and tehnology in
this era has given birth to a new terminology, the information era. This information era has brought
about change in the study of war and conflict. Some terminologies such as information warfare
(Webster 2006), virtuous war (Ignatief 2000), virtual war (Derian 2000: 771-8), as well as netwar
(Arquilla and Ronfeldt 1993: 141-165), are also present. The development of war in this information
era is swiftly responded by separatist groups in a number of states. In this piece of writing, I raise the
issue of OPM in Indonesia. According to Wardhani (2010:128), there are three OPM webpages that
are constantly updated until the year of 2009, www.westpapua.net, www.freewestpapua.org and
www.koteka.net. At the time that the proposal for this writing was made, the I found that more OPM
pages are still active. Besides westpapua.net and www.freewestpapua.org, there were also
papuapost.com, that served to act as an news sitecatering to the perspective of OPM,
www.infopapua.org and blog �freewestpapua.wordpress.com. When one types keyword �West Papua�
in Google searching machine, the pages that would appear are those belonging to OPM. This finding
shows that there is an attempt to increase the intensity of OPM�s netwar efforts.

The problem is that in confronting OPM, Indonesian government has yet to create an official
webpage. The Ministry of Foreign Affairs portal until today has not reported what exactly happens in
Papua according to the official view from the Indonesian government. Wardhani has found at least
two pro-Indonesia pages, www.papuaweb.org and www.westpapuapoint.wordpress.com. (Wardhani
2010: 128) However, I also find that during the composition of this writing, the page
www.papuaweb.org is a page intended for cooperation between Papua University, Cendrawasih
University and Australian National University (ANU) for information exchange purpose. Meanwhile,
www.westpapuapoint.wordpress.com, though up-to-date, is not an official government webpage. This
webpage even still provides links to pro-OPM webpages. On the other hand, when one types �papua�
in Google searching machine, pro-OPM as well as the official Province of Papua (www.papua.go.id)
and Indonesian government (www.indonesia.go.id) webpages appear; with the latter maintaining a
special part to give explanation on the Province of Papua. There is no sign of Indonesian government
attempt to wage a counter-netwar against OPM.

Indonesian government relies more on military might and strategy to deal with OPM. The
2008 White Paper of the Republic of Indonesia (Departemen Pertahanan RI 2008:73),states that in
order to face the danger of separatism, the government can use its military capabilities. Even if there
is a non-military response, the nature is more oriented towards creating prosperity and justice.
Additionally, community figure heads are expected to be able to make separatist group �conscious� of
their act. Furthermore, the part dealing with the role of information technology is only two-page long
and restrited to attempts of making the country self-sufficient in information technology (Departemen
Pertahanan RI 2008:90-92).

Results and Discussion

Theoretically, Arquilla and Rosenfeldt (2001b:349) state that at least there are five patterns of
state response; oppose, support, shun, beckon, ignore. The problem is then Indonesia, which is
threatened by netwar efforts from separatist group (in this group), opts instead to undergo the strategy
of �ignorance�. From th e data compiled in the preceeding paragraphs, it is clear that there is no effort
on the part of Indonesian government to oppose, support, avoid or give beckoning signals. No efforts
to block OPM webpages (oppose), or give support directly to the OPM webpages. Besides these, there
are also no protests towards the netwar strategies of OPM (avoidance strategy) and no attempts to
create webpages for pro-Indonesian government that can carry on a mission of netwar. The spread of
a video of violence carried out by Indonesian armed forces personnel in Papua can be considered a
pattern of netwar that is beneficial for OPM. However, Indonesian government only released
statements to investigate the truth in the video (VOA News 2010).
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Ronfeldt and Arquilla stipulate that network and internet-based pattern in netwar strategy can
only be faced with the same pattern. In the literal expression of Arquilla and Ronfeldt (2001a:15), �it
takes networks to fight networks...and whoever masters the network from first and best will gain
major advantages�.  Rationally, to face such pattern from separatist group, state�s response in general
should also be not vastly different. But the fact shows that Indonesian government applies a different
strategy  in the form of ignorance.

From the matter background present before, the main matter in this thesis is the reasons of
Indonesian government responding to OPM netwar strategy by exercising the avoidance pattern, even
though other states in similar situation attempt to oppose the netwar and send beckoning signals.
Contemplation towards the problem of state�s response to the separatist group becomes important due
to the increasing use of such strategy. Appadurai (Karatzogianni 2009:145) notes that the biggest
threat to the state is not terrorists, but rather network-based groups such as those seeking for
separation. In addition, the fact that Indonesia has had enormous problems with separatist groups
(Free Aceh Movement, East Timor, Republic of Southern Maluku, and other similar movements in
the history of Indonesia) means that specific study of the state�s response is important and expected to
be useful in the future whenconflicts may occur. Therfore, it is of paramount importance to me to
analyze the state�s efforts. Furthermore, literatur s tudies in this succeding part shows that in the field
of International Relations, there�s lack of studies on the state�s reponse. Most studies on netwar deals
with strategies of marginal groups in fighting the state�s authority. This is the another reason that it is
crucial to study state�s response.

The first theorists, who introduced the concept of netwar, or war in the context of information
technology, are Arquilla and Ronfeldt, who presented the concept of netwar in 1993 to explain the
phenomenon in which strategy of using network and information technology in achieving the interests
of particular groups. The definition of netwar according to Ronfeldt and Arquilla (2001a:6) is:

�...an emerging mode of conflict (and crime) at societal levels, short of t raditional
military warfare, inwhich the protagonists use network forms of organization and
related doctrines, strategies, and technologies attuned to the information age...†

Based on the thoughts of Ronfeldt and Arquilla, Karatzogianni (2006) stated that
communication technology and information are affordable, can multiply the actors power in using
them, decreasing legal limitations, and present the opportunity for marginalized actors to be more
involved in politics. This view is still in line with the initial argument from Ronfeldt and Arquilla that
informational war in the cyberspace matches better with non-state actors (2001a:7). These two views
open discourse on the use of netwar as a strategy implemented by marginal groups.

Rathmell is one of the International Relations scholars who initiated the analysis on the use of
internet by minority group. His research on the use of internet by IRA, Zapatista, and Hezbollah
opened the way for similar and more detailed research (Rathmell 1998:488-503). Lim�s research, for
instance, on the use of internet by radical Islamic group in Indonesia was one of the many researches
about the internet and marginal group. Lim (2005:48-49) found that internet was indeed useful for
groups who regarded themselves as marginal by strengthening group identity and ideology, widening
the network, and supply information as well as their understanding to the society. However, Lim also
found that the use of internet has yet to mobilize masses to carry out collective action in the form of
jihad. Lim, as it seemed, forgot the basic concept of internet use and network that stipulates that, at
the outset, the view on internet use does not take into account success or failure; instead, its main
concern is long term strategy. Lim forgot that strategy is not about victory, but �a plan for attaining
continuing advantage† (Dolman 2005:6) or the ability to create ways for �tactical victory†
(Clausewitz 2007:162). Thus, I consider it important to re-study the research that deals more with the
description as well as explanation of netwar strategy, instead of questioning the effectiveness of a
strategy.

Whittaker is another theorist who tried to analyze the way in which Tamil separatist group in
Sri Lanka used internet to promote their agenda and interest. Whitaker (Tamilnet.com) confirms the
thesis of Lim that internet indeed eased marginal group, in this case separatist group, to promote their
agenda.  However, Whittaker (Tamilnet.com: 491) also gave two threats to this separatist group:



state�s monopo ly of armed forces by the state and the mass media. In this case, Whittaker opened the
way for analysis on interstate relation and marginal group in the patterns of netwar. Unfortunately,
Whittaker did not further analyze the efforts by Sri Lankan government to wage counter-strategy
against Tamilnet.com

The attempt to analyze state�s effort is manifest in Karatziogianni who gave description on
the effort of Sri Lankan government to create official webpage in confronting the Tamil�s one.
Karatzogianni (2006) concluded that cyber conflict in the form of ethno-religious conflict, traditional
ideas on identity (Self and Other) acted as the underlying motivation of the action. In the words of
Karatzogianni (2006:93), internet is a postmodern tool used to fulfill modernist ideas. Although
Karatzogianni gave argument that, citing Ronfeldt and Arquilla, �„states need to wake up to this fact
and realize that networks can be fought effectively only by flexible network-style responses„†, he
did not specifically analyze state�s response and the reasons behind the response.

In his most recent writing, Karatzogianni emphasized again that small actors gain more
benefits from the development of communication and information technology and, thus, state needs to
adjust itself by counting more on network and internet. This advice is actually in line with that of
Ronfeldt and Arquilla (1997:290) that governmental hierarchy always experiences hardship when
caught in conflict with social networks; hence, state is supposed to apply network patterns to counter
the networks created by marginal groups. The problem with both Karatzogianni�s and Ronfeldt and
Arquilla�s analyses are not supported by data and facts as well as detailed and in -depth analysis
towards state�s counter-strategy. Advice from Ronfeldt and Arquilla that state needs to implement
hybridization between governmental hierarchy and network patterns is therefore not meaningful
enough for the analysis.

Cavelty (2006) has tried to fill the gap left by the lack of analysis on state�s response, but the
focus is only oriented towards state�s response (in this case the U.S) in the context of cyberwar.
Cavelty has not yet emphasized state�s response on the strategy of netwar, especially related to
propaganda patterns and ideas promotion on the part of non-state actors via internet webpages.

This writing seeks to fill the gap by analyzing response from state towards non-state actors
strategy of netwar. It is necessary to form a theoretical framework to answer the questions raised in
this research. Citing Carl (Cui 207:18), I regard the use of theory is needed to make a phenomenon
more meaningful. I also agree with Cui that International Relations research gives more
comprehensive understanding and renders the minimization of distortion on one paradigm.

Dannreuther (2007) writes that there needs to be a differentiation between normative and
explanatory theories. Normative theory emphasizes on how things should be while explanatory theory
tries to explain and understand a phenomenon. Since this research is oriented towards understanding
the reasons a state chooses a particular counter-strategy in creating security, I thus focuson
explanatory theories or emphasizes more on explanatory aspects of the theories (not the normative
aspect).

To undergo an analytical study on the Indonesian government response towards OPM netwar
strategy, a classification for the characteristics of the response is a must. Theoretically, John Arquilla
and David Ronfeldt (Dannreuther 2007) predict that there are five responses a state may adopt, as
seen in the following diagram.

Pattern of State�s Response towards Netwar Strategy




